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- Alice and Bob share a secret \( s \in \{0, 1\}^n \)
- Encryption and Decryption algorithms are efficient
- Encryption of a message when decrypted provides the original message
- "Encryption of any message \( m_0 \) is indistinguishable from encryption of any other message \( m_1 \)" to an eavesdropper
- Design a predictive experiment to summarize this concept
- Formally, for all n.u. PPT \( A \):

\[
\Pr \left[ \begin{array}{c}
    s \leftarrow \{0,1\}^n, \\
    (m_0, m_1) \leftarrow A, \\
    b \leftarrow \{0,1\}, \\
    A(Enc(m_b)) = b
\end{array} \right] \leq \frac{1}{2} + \text{negl}(n)
\]
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