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An Analysis of the Dynamic Behavior of JavaScript
Presenter: Brian Burg
Faculty advisor: Prof. Jan Vitek

The JavaScript programming language drives modern web applications such as Google and Facebook. However, only recently has the language been the target of traditional programming languages and security research in areas such as type systems, static analysis, and compiler optimizations. These methods aim to make JavaScript less dynamic and safer, but little is known about the dynamic behavior of JavaScript programs. We perform an empirical study to provide quantitative data to support or refute common important assumptions made in previous research about JavaScript's dynamic behavior.
Simultaneous Localization, Mapping, and Path Planning Algorithms in Multi-Agent Environments
Presenter: David Boersma 



Faculty advisor: Prof. Elisha Sacks
While there have been numerous studies done in both the areas of Simultaneous Localization and Mapping and Path Planning, many of these studies have focused on purely single agent environments with little emphasis on the possibility of allowing multiple agents to cooperate in mapping and path planning. The goal of this project was to explore the feasibility of integrating algorithms in localization, mapping and path planning into multiple agent environments and analyze the effect of this integration on individual robot performance in generating paths as well as generating effective maps.
An analysis of approaches to securing trustworthiness of sensor networks
Presenter: John Zage 

Faculty advisor: Prof. Elisa Bertino

Specific algorithms aimed to secure trustworthiness of sensor networks that have been published in recent journals or conferences will be analyzed to determine their effectiveness in real world situations, with some aspects concerning data computation of the algorithm as well as the security of the algorithm.  
Improving the robustness of Key Agreement in Secure Group Communication

Presenter: Jacob McDorman
Faculty advisor: Prof. Cristina Nita-Rotaru
Key agreement is the process of establishing an agreed key amongst contributing users in a secure group. The particular key agreement protocol discussed in this research is a variant of the Burmester-Desmedt (BD) protocol. The BD variant is a re-realization of the BD protocol, such that the BD variant is more robust in the event of group leaves. We will show that given a leave event, the BD variant handles the leave event with greater efficiency than BD. Furthermore, the BD variant is implemented within Secure Spread. Secure Spread is a secure group communication that supports Virtual Synchrony semantics, and as such, the BD variant will be shown to offer the same semantics, in the presence of any sequence of group events.
Privacy-Preserving Management of Transactions Receipts for Mobile Environments

Presenter: Sahil Gulati
Faculty advisor: Prof. Elisa Bertino

My goals for this project was to build an application for the  client (cell phone application using Java ME) and server side that controls policy i.e., only the information that the client wants to share is shared.
