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Introduction

Session Initiation Protocol (SIP) is the Internet Engineering Task Force’s standard for multimedia conferencing over IP. SIP is an ASCII-based, application-layer control protocol that can be used to establish, maintain, and terminate calls between two or more end points. Like other VoIP protocols, SIP is designed to address the functions of signaling and session management within a packet telephony network. Signaling allows call information to be carried across network boundaries. Session management provides the ability to control the attributes of an end-to-end call. SIP can be employed in Phone calls, multiparty conferences, video-on-demand and virtual presentations. It is more simple and Scalable than H.323 suite of protocols.
SIP provides the capabilities to:

· Determine the location of the target end point—SIP supports address resolution, name mapping, and call redirection.

· Determine the media capabilities of the target end point—Via Session Description Protocol (SDP), SIP determines the “lowest level” of common services between the end points. Conferences are established using only the media capabilities that can be supported by all end points.

· Determine the availability of the target end point—If a call cannot be completed because the target end point is unavailable, SIP determines whether the called party is already on the phone or did not answer in the allotted number of rings. It then returns a message indicating why the target end point was unavailable.

· Establish a session between the originating and target end point—If the call can be completed, SIP establishes a session between the end points. SIP also supports mid-call changes, such as the addition of another end point to the conference or the changing of a media characteristic or codec.

· Handle the transfer and termination of calls—SIP supports the transfer of calls from one end point to another. During a call transfer, SIP simply establishes a session between the transferee and a new end point (specified by the transferring party) and terminates the session between the transferee and the transferring party. At the end of a call, SIP terminates the sessions between all parties.
Where SIP fits in the overall multimedia protocol architecture
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Components of SIP

SIP is a peer-to-peer protocol. The peers in a session are called User Agents (UAs). A user agent can function in one of the following roles:
· User agent client (UAC)— A client application that initiates the SIP request.

· User agent server (UAS)— A server application that contacts the user when a SIP request is received and that returns a response on behalf of the user.
Typically, a SIP end point is capable of functioning as both a UAC and a UAS, but functions only as one or the other per transaction. Whether the endpoint functions as a UAC or a UAS depends on the UA that initiated the request. Figure 1-1 illustrates the architecture of a SIP network.
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SIP Clients

SIP clients include:

· Phones—Can act as either a UAS or UAC. Softphones (PCs that have phone capabilities installed) and SIP enabled IP phones can initiate SIP requests and respond to requests.

· Gateways—Provide call control. Gateways provide many services, the most common being a translation function between SIP conferencing endpoints and other terminal types. This function includes translation b
· etween transmission formats and between communications procedures. In addition, the gateway translates between audio and video codecs and performs call setup and clearing on both the LAN side and the switched-circuit network side.

SIP Servers

SIP servers include:

· Proxy server—The proxy server is an intermediate device that receives SIP requests from a client and then forwards the requests on the client’s behalf. Basically, proxy servers receive SIP messages and forward them to the next SIP server in the network. Proxy servers can provide functions such as authentication, authorization, network access control, routing, reliable request retransmission, and security.

· Redirect server—Provides the client with information about the next hop or hops that a message should take and then the client contacts the next hop server or UAS directly.

· Registrar server—Processes requests from UACs for registration of their current location. Registrar servers are often co-located with a redirect or proxy server.
How SIP Works

SIP is a simple, ASCII-based protocol that uses requests and responses to establish communication among the various components in the network and to ultimately establish a conference between two or more end points. Users in a SIP network are identified by unique SIP addresses. A SIP address is similar to an e-mail address and is in the format of sip:userID@gateway.com. 
Users register with a registrar server using their assigned SIP addresses. The registrar server provides this information to the location server upon request. When a user initiates a call, a SIP request is sent to a SIP server (either a proxy or a redirect server). The request includes the address of the caller (in the From header field) and the address of the intended callee (in the To header field). 
Over time, a SIP end user might move between end systems. The location of the end user can be dynamically registered with the SIP server. The location server can use one or more protocols (including finger, rwhois, and LDAP) to locate the end user. Because the end user can be logged in at more than one station, it might return more than one address for the end user. If the request is coming through a SIP proxy server, the proxy server will try each of the returned addresses until it locates the end user. If the request is coming through a SIP redirect server, the redirect server forwards all the addresses to the caller in the Contact header field of the invitation response.

Using A Proxy Server

If a proxy server is used, the caller UA sends an INVITE request to the proxy server, the proxy server determines the path, and then forwards the request to the callee (as shown in Figure 1-2).
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The callee responds to the proxy server, which in turn, forwards the response to the caller (as shown in
Figure 1-3).
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The proxy server forwards the acknowledgments of both parties. A session is then established between
the caller and callee. Real-time Transfer Protocol (RTP) is used for the communication between the
caller and the callee (as shown in Figure 1-4).
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Using a Redirect Server

If a redirect server is used, the caller UA sends an INVITE request to the redirect server, the redirect server contacts the location server to determine the path to the callee, and then the redirect server sends that information back to the caller. The caller then acknowledges receipt of the information (as shown in Figure 1-5).
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The caller then sends a request 10 the device indicated in he redirection information (¥hich could be
the callee or another server that will forward the request). Once he request reaches the calle. i sends
back a response and the caller acknowledes therespanse. RTP is used for the communication hetween
the caller and the callee (as shown in Figure 1-6).

Figure 16 SIP Session Through a Redirect Server
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SIP Messages and Methods

All SIP messages are either requests from a server or client, or responses to a request. The messages are formatted according to RFC 822, “Standard for the format of ARPA internet text messages”. For all messages, the general format is:

· A start line
· One or more header fields

· An empty line

· A message body (optional)

Each line must end with a carriage return-line feed (CRLF).
Requests

SIP uses six types (methods) of requests:

· INVITE—Indicates a user or service is being invited to participate in a call session.

· ACK—Confirms that the client has received a final response to an INVITE request.

· BYE—Terminates a call and can be sent by either the caller or the callee.

· CANCEL—Cancels any pending searches but does not terminate a call that currently in progress.

· OPTIONS—Queries the capabilities of servers.

· REGISTER—Registers the address listed in the To header field with a SIP server. Gateways do not support the REGISTER method.
Responses

In response to requests, SIP uses the following categories of responses:

· 1xx Informational Messages

· 2xx Successful Responses

· 3xx Redirection Responses

· 4xx Request Failure Responses

· 5xx Server Failure Responses

· 6xx General Failure Responses
The Registration Process

A registration occurs when a client needs to inform a proxy or redirect server of its location. During this process, the client sends a REGISTER request to the proxy or redirect server and includes the address (or addresses) at which it can be reached.
REGISTER sip:belltell.com SIP/2.0

Via: SIP/2.0/UDP saturn.belltell.com

From: sip:watson@belltell.com

To: sip:watson@belltel.com

CSeq: 1 REGISTER

Call-ID: 70710@saturn.belltell.com

Contact: sip:watson@globe.belltell.com:3890

Expires: 7200

Name Translation, User Location
· SIP Addressing by a Sip URL (user@host:port)

· Resolves host name through 
· DNS server
· Checks if domain name refers to a host

· Mail exchange host

· User at a specific host derived through zero or more translations

· If called party is not at SIP server, can be directed or proxied (personal mobility)

The Invitation Process

An invitation occurs when one SIP end point (user A) “invites” another SIP endpoint (user B) to join in a call. During this process, user A sends an INVITE message requesting that user B join a particular conference or establish a two-party conversation. If user B wants to join the call, it sends an affirmative response (SIP 2xx). Otherwise, it sends a failure response (SIP 4xx). Upon receiving the response,

user A acknowledges the response with an ACK message. If user A no longer wants to establish this conference, it sends a BYE message instead of an ACK message.
· Caller sends the request directly to UAS or to the nearest proxy server

· Proxy server uses the locator service to determine the next hop server

· Proxy forwards the request towards the callee

· Redirect server simply returns the alternate addresses
INVITE sip:watson@ieee.org SIP/2.0

Via: 
SIP/2.0/UDP c.belltell.com

From: 
sip:a.g.bell@belltell.com

To:
sip:watson@ieee.org

Call-ID:23534@c.belltell.com
Cseq:
1 INVITE
· If there are more than one locations to be contacted, the proxy forks the requests to all the locations.

· The callee’s response is propagated backwards the servers ( uses the Via header )

· Stateful Proxy maintains the state according to the Call-ID. So forwards responses accordingly

· The caller sends ACK request following the response.

Feature negotiation

· Allows a group of end systems to agree on the media to exchange and their respective parameters such as encodings.

· INVITE request has a listing of media types and associated encodings that the calling party is willing

· Called party responds with a subset of media types and encodings that it is willing to use

What is done

· Study of SIP and other protocols used in IP Telephony 
· Understanding Media Frame Work library provided by Sun MicroSystems to capture and transport audio and video.
Things to be done
Implementation involves
· SIP implementation as a SIP library in JAVA

· SIP Client and SIP Server using the SIP library

· Integration of voice and video with the SIP client
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